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I have held an amateur radio license for more than thirty years
and am presently licensed as Extra Class. As an amateur, I also
volunteer in the communications wing of the Cass County (Indiana)
Emergency Management Agency. This agency has a legi tima te use
for scanning receivers in its function of coordinating various
law enforcement and civil agencies along with amateur radio.

The TELEPHONE DISCLOSURE AND DISPUTE RESOLUTION ACT or the
ELECTRONIC COMMUNICATIONS PRIVACY ACT are flawed legislation from
the stand point that they presume unencrypted radio
communications can be made secure by attacking the receiving
devices. The cellular telephone industry has tried to tell
potential customers that cellular telephones are secure when
indeed the devices are nothing more than another form of radio
and can be monitored. As the public has become more aware of the
nature of cellular telephones, the industry is now trying to
protect itself by lobbying for legislation such as this.

The COMMUNICATIONS ACT already protects users of radios by
placing a ban on the delivery of the contents of a communication
to anybody other than the person intended, and by banning the
unauthorized use of received communications for personal gain.
This is reasonable for it places the responsibility for signal
protection on the owner of the communlcations. In other words,
if the cellular telephone industry wants more protection from
possible monitoring, let them encrypt the signal.



The redefinition of a scanning receiver as described in Section
15.3(v} if flawed because any device meeting this definition
could be part of a licensed station and a ban would mean denying
licensees necessary equipment. Public safety agencies,
utilities, amateur licensees and others use the 800 and 900 mHz
part of the spectrum and must have equipment available. I can
say from personal observation and experience that these receivers
are necessary. Also, the definition of a scanning receiver
"readily altered by the user" is flawed because the scanning
receiver would have to be readily alterable by legitimate users
to carry out their missions.

Since neither the TELEPHONE DISCLOSURE AND DISPUTE RESOLUTION ACT
or the ELECTRONIC COMMUNICATIONS PRIVACY ACT opposes the use of
frequency converters, it would appear the Commission has
exceeded its Congressional directive with its ban on frequency
converters. This is a harmful provision and should not be a part
of any final order.

The legislation is already bad enough since it elevates the
special interests of the cellular telephone industry above the
interests of the public. So let's not make it any worse. I hope
the Commission will look out for the public interests with this
rule making by mitigating the bad provisions of these laws as
much as possible.
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